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INTRODUCTION

In today's business climate, especially with the rise in online activity, digital analytics is more important
than ever. To stay competitive and deliver amazing experiences to your customers, you need to be a
data-driven business.

* But what does a data-driven business look like?

* What are the current roles and team configurations in the digital analytics space?

*  What analytics solutions are companies using to improve their use of data?

* How are companies responding to privacy requlations?

*  How much do companies trust their current digital analytics practices, and what can they do to improve
those practices?

ObservePoint took to answering these questions and more in a recent survey of more than 650 digital
analytics and governance professionals.

Continue reading to discover the findings.
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Who We Surveyed

Over 650 digital analytics and data governance professionals participated in the survey. Of those, a total of 70% identified specifically as analytics and marketing
professionals.

Which department do you report to?

Marketing 42.4%
B Analytics 22.8%
Other 10.6%
IT 8.1%
Product Management 5.5%
Il 'mplementation 5.0% 42.4% 81%
B cngineering 2.9%
B Quality Assurance 2.8%
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We asked the participants to tell us their full titles, and, in line with the high percentage of marketers and analysts, the most common titles were:

1. Digital Marketing Manager
‘WebAnalyticsEngineer

2. Marketing Manager

3. Digital Analyst
4. Digital Marketing Specialist
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Company Profiles

Nearly 50%* worked for enterprise-level companies with more than 2,500 employees and over $1 billion in revenue.

Company Revenue
Number of Employees

47.2%
1,001-2,500
8.9%
501-1,000
8.9%
251-500
53%
> 2,500
101_250 48.00/0
7.4%
14.2%
1.9%
10.6% :
7.6%
R | .
5:6% 16.6%
2.9%
$0 - $1 $1-$10 $10-$50  $50-$100 $100-$500  $500 mil > $1 bil
mil mil mil mil mil - $1 bil

*46 respondents did not provide employee data & 43 did not provide revenue data
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Mexico Spain
Italy

1.7%\ 1.2%

France

Countries Colembia

Canada
7.5%

Brazil__—
{fé/lo **QOther (Less than 1%)
’ 1.4%

*262 respondents did not provide their country information **There were 33 countries that each made up less than 1% of the total.
We combined these into the category “Other.”

55.9%* of the respondents resided in the United States. The countries with the next highest representation
were Canada (7.5%), India (7.3%), and the UK (3.6%).
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The industries of our respondents varied greatly, but the top five industries (making up 50.3%* of the total) were:

Business Services
Software

Retail
Banking/Financial
Manufacturing

s wN e

Management Consulting

._xioNS
Organiza®©”
IT Services

Busin essSe vices
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Training =~ =
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*89 respondents did not provide industry information
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Perceived Importance & Benefits of
Data Governance

86% of the survey participants responded that data governance was either important or very important in meeting their organization'’s financial, growth, and
other business goals. When asked what they felt was the greatest benefit of data governance, 40.42% responded that improved decision-making was the

most important benefit.

What do you see as the most important benefit of data management/governance?

Improved operational efficiency
Improved decision-making

Driving company revenue

Improved compliance with data
protection and privacy regulations

Improved data quality

Improved data understanding

Other

<1%

5%

14%

14%

10%

17%

How does your organization view the importance of data management/
governance in meeting the organization's financial, growth, and other
business goals?

52%

40%
34%

12%

1% 1%
Very Important Somewhat Indifferent Not
important important important

Observe Point
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We compared the responses for those that said data governance was important or very important in their organization to the reasons they believed it was so
crucial. 43% of those that believed data governance was important or very important also said data governance was key because it helped improve decision-mak-
ing. This means that the inverse could also be true: for those that believe that improving decision-making for their organization is a key element of growth,
investing in data management and governance is—or should be—a high priority.

Perceived Importance of Data Governance vs. Data Governance Benefits
*Only "Important" or "Very Important" Responses Included

Improved decision-making 43.0%

B 'mproved data quality 15.3%

Improved operational efficiency 13.9%

| e e e B 13.0%
Improved data understanding 8.6%
Driving company revenue 5.2%

B other 0.4% 13.9%

0.4%
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Challenges of Data Governance

Nearly 46% of respondents replied that their greatest challenge with data governance was either spending too much time cleaning their data (22.6%) or
a lack of human resources (23.3%). We discovered that only 14% of our respondents had matured to using an automated data governance solution, which
could be one of the reasons those two challenges were ranked so high.

Cleaning and vetting data is a full-time job and limited and non-exhaustive due to its manual nature. An automated data governance solution reduces the man
hours and manpower it requires to improve data governance and data quality by automating QA efforts and ensuring that an organization'’s data is being collected
correctly. The relatively low number of participants using an automated solution could explain the high number of respondents facing two of the most frequent
challenges of manual data governance.

What is the greatest challenge your organization faces in regards to data
management/governance?

of respondents leverage a
data governance platform

Too much time spent
cleansing and vetting data 22.66%

Lack of technology resources 13.31%
Lack of human resources 23.28%
Lack of budget resources 12.68%

Inaccurate data 10.19%
Data access 6.65
None of the above 7.07%

| don't know 4.16%

Discover how Exture reduced their QA time by more than 75% with ObservePoint.

UbSEI'VE PO”-“— Technology Governance - Data Management & Governance 11
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More Robust Tracking Measures
= More Frequent Testing

In the survey, we asked how robust respondent’s tracking measures were as well as how often they tested their tracking. We found that those with more mature
tracking measures were also more likely to test more frequently. This implies that those who are more mature in their tracking are also putting more emphasis
on data validation and ensuring the tracking measures they have in place are working properly and providing them the data they need and expect.

Tracking Capabilities vs. Testing Frequency

Full funnel . Page-level tracking I Page-level tracking and advanced event-based tracking

. Page-level tracking and some event-based tracking

50.00%

45.45%
42.59%
40.58%

40.00%

0
J0.00% 25.76% 25.93%

22.73% PRl
20.37%
20.00%
N1%

0,

10.00% 6.06%
0.00%
A - At least daily B - Weekly - Monthly C - Quarterly or more
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Marketing & Analytics Departments

65.2% of respondents either reported to the Marketing department (42.4%) or the Analytics department (22.8%). Marketing is still by far the most dominant de-
partment, but the Analytics department appearing as the definitive second shows that the Analytics department is becoming more and more of its own
entity and a central part of organizations. When it comes to budgets, Marketing's slice of the pie increases to 53.5% whereas Analytics shrinks to 16.3% though
still ranking second. This suggests once again that though Marketing is still the dominating force when it comes to teams working with analytics and data collec-
tion, the Analytics department is truly becoming its own entity.

Which department do you report to? Which department does your team's budget come from?

Marketing 42.4% Marketing 53.5%
W Analytics 22.8% B Analytics 16.3%
Il Other 10.6% Il Other 1.8%

IT 8.1% IT 9.7%

9.7%
5.0%
B Product Management 5.5% Implementation 2.8%
o 8.1%

Implementation 5.0% 42.4% I Engineering 2.6% el
B Engineering 2.9% B Product Management 2.6%

Quality Assurance 2.8% Quality Assurance 0.7%

UbSEI'VE PO”-“— Technology Governance - Data Management & Governance 13



MarTech Solutions

When asked how many MarTech technologies they had in their
stack, 71% responded that they used between 0-20 technolo-
gies.

According to chiefmartech.com, the average enterprise-level
company in 2020 used 120 MarTech technologies on average.
57% of those we surveyed had more than 1,000 employees and,
according to this metric, most likely had more than 50 technol-
ogies.

We ran an ObservePoint Audit on the homepages of those
companies reporting less than 10 technologies in their MarTech
stack, and found that 36% actually had 11 or more and 15% had
20 or more technologies, on their homepage alone.

Scott Brinker suggests that in surveys, technology usage is often
"underreported by half.” One of the major factors could be that
users themselves don't know all of the technologies on their
site, particularly if they don't engage with them day-to-day.

Gaining a comprehensive understanding of the technologies
on any given site can help analysts and marketers eliminate
waste, decrease page load times, and see what unapproved
or piggybacking tags might be jeopardizing their data priva-
cy initiatives.

Observe Point

How many technologies are in your marketing technology stack?

39%

32%

13%

9%

5%
2%

0-10 1-20 21-30 31-40 41-50 More than
50

Do you really know what technologies are on your site?

Discover how Technology Governance by ObservePoint can help you understand what
technologies are on your site and ensure your data collection tools and processes are
executing as planned.

Technology Governance - Data Management & Governance
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https://www.observepoint.com/technology-governance

After asking how many technologies they used, we asked respondents what types of technologies they had. In this question, we allowed for more than one re-

sponse. The number one technology, with 87%, was a data and analytics solution.

When we asked what their primary analytics solution was, the most common response was Adobe Analytics (34%), closely followed by Google Analytics (29%),

and Google Analytics 360 (22%).

Which of the following types of data and analytics technologies are in your MarTech stack?

87%

T7%
67% 66%
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What is your primary analytics solution?
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Data Privacy is a Priority

We asked the respondents how concerned their company was with data privacy regulations. 85% of respondents said that it was a priority for their organiza-
tion, and 34% said that it was an urgent business priority.

How concerned is your company about data privacy regulations (GDPR, CCPA, etc.)?

Data privacy is an urgent business
priority at this time 34.29%

Data privacy is a moderate
priority at this time 22.64%

Data privacy is treated as a
typical business priority at this time 28.13%

Data privacy is a low
priority at this time 1.47%
Data privacy is a non-issue

at this time 2.86%

| don't know 4.62%

According to a recent blog post, Forrester predicts that this sense of urgency will only increase for organizations across the globe in 2021. They stated, “Regulatory
and legal activity related to employee privacy will increase 100%... One in four CMOs will invest more in technology to collect zero-party data... [and] CCPA 2.0 will
pass and spur the introduction of federal privacy legislation in the US."

UbSEI'VE POInT Privacy Compliance - Data Privacy & Compliance 16
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Data Privacy Efforts

However, despite data privacy being a priority to the majority of organizations,
there is no real consistency for how privacy teams are set up, what depart-
ments they report to, or the tools they use to comply with privacy regula-
tions. In almost all the questions about privacy, there was a surprisingly high
number who responded, “l don't know,” particularly when asked about the tools
they use to ensure privacy. In fact, more than half of respondents (54%) said they
didn't know what tools their organization used to ensure data privacy and, 25%
said they didn’t know what data privacy processes were in place.

What team/department is responsible for your company's data privacy efforts?

33.19%
26.59%
19.78% E
12.53%
7.25%
0.66%
Public Marketing Legal IT Other | don't know
Relations

Privacy Compliance by ObservePoint performs automated audits to identify

all the tech collecting data on your site and helps you ensure compliance to

digital standards and government regulations for customer data. Click here
to discover what Privacy Compliance can do for you.

Observe Point

What tools, if any, do you
use to ensure data privacy?

TrustArc
6.2%

Tealium

9.7%

| don't know
45.5%

OneTrust
17.7%

ObservePoint
N.7%

What processes have you put in place to ensure your customer data is protected?

We use an automated tool to routinely
check for data privacy issues

We have a person/team dedicated
to monitoring data privacy

We occasionally manually check
for data leakages and Pl

We have not started the process
of preparing for data privacy

I don't know

Privacy Compliance - Data Privacy & Compliance

7.1%

23.42%

22.31%

25.34%

46.56%



https://www.observepoint.com/privacy-compliance

Designated Privacy Personnel

Less than half of respondents (41%) said that they have designated data
privacy personnel. Of those who said they did have designated privacy per-
sonnel, we asked what their titles were. The word cloud on the next page is
a visual of all the answers we received. There were over 80 different titles
which varied greatly from analyst to developer to IT manager to legal rep-
resentative to privacy officer, spanning multiple departments and teams with
very little consistency.

Does your company have designated data privacy personnel?

41%

32%

26%

Yes No | don't know

Observe Point

Privacy Compliance - Data Privacy & Compliance
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Some of the titles we received were actually names of departments. In fact, the 3th highest answer was simply, “Legal,” most likely referring to the Legal team or
department in their organization. For smaller companies, designated personnel may not seem like a major concern currently. However, according to the GDPR
requirements, “All organizations, regardless of the type or size, that handle EU residents’ personal information should have someone in the organization who is

tasked with monitoring GDPR compliance.” Additionally, if organizations meet the following criteria, they are required to hire a designated DPO:

and is done on a large scale.

Top 5 Privacy Titles:
1. Data Protection/Privacy Officer

Chief Privacy Officer

Legal
Compliance Officer/Analyst

Privacy Officer/Analyst

GEENEWE S

Observe Point

nce Lead

Entey,
Prise p,
ata o,

Data Governa

Public authority — The processing of personal data is done by a public body or public authorities with exemptions granted to courts and other independent

judicial authorities.
Large-scale, regular monitoring — The processing of personal data is the core activity of an organization who regularly and systematically observes its “data

subjects” (which, under the GDPR, means citizens or residents of the EU) on a large scale.
Large-scale, special data categories — The processing of specific “special” data categories (as defined by the GDPR) is part of an organization'’s core activity
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Data Privacy Landscape

The data privacy landscape doesn't just consist of GDPR and CCPA anymore, but has recently been joined by regulations such as the Virginia Consumer Data Pro-
tection Act, Brazil's LGPD, and many others.

For marketers and analysts, data privacy is becoming the new normal with many high risks for those who are not compliant, including data leaks, steep
fines, loss of trust from customers and prospects, PR disasters, etc. The audience we surveyed are regularly involved in data collection posing these risks,
but the majority (59%) don’t know who is in charge of taking care of data privacy concerns (see page 18).

Even with the high stakes, data privacy is still a relatively new and massive undertaking for many companies, which could explain why there is still so little consis-
tency and so many unknowns. But this has to change quickly.

Establishing a chain of command for privacy—particularly in assigning a DPO—as well as employing a Consent Management Platform (CMP) and other privacy
tools are key steps in creating concrete systems to mitigate the risks associated with data privacy.
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What tools do you use to manage

your tracking codes?

In 2019, we asked this same question to a similar audience. In
both questions, respondents were allowed to choose more
than one answer. In the end, we found that most people are
still using spreadsheets to manage their tracking codes.

In 2019, 60% of respondents said they used spreadsheets
and only 23% used a third-party solution. In 2021, 57% said
they use spreadsheets and the adoption of third-party solu-
tions rose to 35%.

This suggests that the trend is shifting, glacially, away from
manual methods and towards more automated tracking code
management. But the fact that spreadsheets are still the most
common tool in 2021 demonstrates the need for more wide-
spread adoption of third-party solutions. This will help re-
duce the number of broken links, missing data, human errors,
as well as the number of man-hours involved in generating and
managing tracking codes.

Ready to dump the spreadsheets?

Learn how Campaign Performance can help you
standardize, generate, and manage your tracking codes
allin one simple interface.

Observe Point

Homegrown System

Native third-party system (Google ads, DSP,
campaign management tool, etc.)

Spreadsheets (Excel, Google Sheets, etc.)

Tracking code generator (Salesforce.com,
Google UTM builder, etc.)

Homegrown System

Native third-party system (Google ads, DSP,
campaign management tool, etc.)

Spreadsheets (Excel, Google Sheets, etc.)

Tracking code generator (Salesforce.com,
Google UTM builder, etc.)

2021

2%

35%

2019

21%

23%

60%

40%

50%

Campaign Performance - Campaign Management & Attribution
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https://www.observepoint.com/campaign-performance

How do you currently measure results /
ROI for digital and traditional marketing?

The highest percentage of respondents (43.98%) said that they use their web analytics tool for measuring results and ROI. The second most frequently used tool,
at 32.27%, was an in-house tool or a custom data warehouse. This implies that, currently, most teams are making do with the tools they already have instead of
investing in third-party solutions. However, web analytics is not meant to do attribution or measure ROI and is limited by only tracking web channels. By only mea-
suring the attribution of web channels, analytics teams are missing out on the rich insights provided by offline data.

There could be many reasons why teams haven't adopted third-party solutions. It could be that they don't feel the solutions available in the current market fit their

needs or their budget limitations, etc. But, a third-party attribution solution could help solve some of the frustration caused by siloed data and manual attribution
methods by standardizing tracking upfront and streamlining the process of combining online and offline data.

How do you currently measure results / ROI for digital and traditional marketing?

Track through web analytics 44.0%

Consolidate all of the data from all

. channels and attempt to extract
results/ROI (in-house tool, custom
data warehouse, etc.)

37.3%
44.0%

Measure each channel in isolation 10.4%

License a third-party attribution

solution (non-web analytics) 8.3%
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How often do you reevaluate
channel investments?

The majority of people reevaluate their channel investments monthly with the trend leaning heavily towards less frequent reevaluation than more frequent. This
implies that marketing and analytics teams aren't using attribution to be nimble and make real-time decisions, most likely because with most systems it isn't pos-
sible. With more updated solutions, fitted to marketers needs and with the assistance of real-time data, these teams might be able to make more immediate shifts
and change.

How often do you reevaluate channel investments (budgets, resource allocation, etc.)
across the entire customer journey in light of changing channel data and attribution insights?

30.07%
27.51%

1511
I'7.1170

16.32%

6.99%

Daily Weekly Monthly Quarterly Annually
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Looking Forward

The trends we have seen suggest that in the near future the importance of data management and data gov-
ernance will only increase, particularly as it applies to privacy. In addition, as more companies, enterprise
and start-ups alike, understand the connection between data governance and better decision making, the
adoption of data governance processes and tools is likely to increase as well.

When it comes to privacy and the expansion of data privacy laws and regulations, we anticipate that
more organizations will place a higher priority on compliance. Most likely with the demand for more aid
in the privacy space, we will see more dedicated privacy personnel and more widespread adoption of the
growing number of privacy tools. Privacy is also going to require a lot of aqility for analytics and marketing
teams. To be agile, the industry and organizations alike must start implementing a standardized construc-
tion of privacy teams and processes to meet customer and government demands without overwhelming
other business priorities.

We should also see an upward shift in the number of marketing teams adopting third-party solutions for
managing campaigns and tracking codes. The trend has been moving up in the past few years, but the hope
is that in the next few years we will see a dramatic decrease in the number of teams using spreadsheets
and manual methods to handle these tasks. In addition, we'll likely see more teams adopting attribution
solutions and moving away from using web analytics and homegrown solutions to measure ROI.

Overall, the future looks promising for the analytics industry. And those organizations that find a way to
streamline and expedite privacy processes while still focusing on being data-driven are likely to be the or-
ganizations that drive ahead of the competition in the coming years. Part of that process will be discovering
and implementing new tools and frameworks that will help simplify the complexity of privacy compliance.
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Observe Point

About ObservePoint

brings insights, automation, and compliance to the chaos of customer experience data with
their and

These solutions empower insights-driven companies to trust their data with automated analytics testing,

protect customers with compliance monitoring, and improve experiences with validated, data-
driven insights.

Dashboard ¥ i 21 Audits X Last 60 day runs x

20 WebAudits v | 15 W v 104 2 Live Conne lew All Data Sources
10AppJourmeys v | 12 Live Connect v | View Al bt ure
o

gzt
0] Rl Failures
20 PitViolations y
8 vnapproved >
D Data changes
D NewTags 5
D 22 ertormance

D ety o
-

EXPERIENCE suppapy

Website + 5
Pp; Email

200 PERFORMANCE vy Youg

otl Google Ay

SWebJourneys .,

Avg 1ag & Tealiym
Load Time

Tog Presence

2% Status coge 5 Web Augips 5 Web joy
= TagPresence Journeys
g Tag
-0ad Time Stong, o

92%

25


https://www.observepoint.com
https://www.observepoint.com/products
https://www.observepoint.com/technology-governance
https://www.observepoint.com/privacy-compliance
https://www.observepoint.com/campaign-performance

